IT Risk Examiner

Main responsibilities
• Conduct on-site examinations at the financial institutions supervised by the CBA
• Analyze the IT governance, policies, procedures and measures in place
• Process requests pursuant to the applicable laws and regulations and handle correspondence with relevant parties
• Conduct IT risk assessments, and establish the ensuing risk profiles, and, based hereupon, design, and execute IT supervisory plans for all relevant institutions
• Conduct internal and external presentations and participate in reach-out sessions
• Participate in committees and working groups

Requirements
• Master’s degree in Information Security, preferably with an IT audit certification (RE or CISA)
• Relevant work experience
• Good understanding of the financial sector and the laws and regulations governing this sector
• Ample knowledge of the domestic and international IT standards for the financial sector

Competencies
• Strong analytical and advisory skills
• Strong writing and verbal communicative skills
• Able to work under pressure
• Flexible and accurate
• Able to work independently and in a team
• Solution-oriented

Apply?
Qualifying candidates should send their motivation letter and CV to the President of the Centrale Bank van Aruba, Jeanette Semeleer via recruitment@cbaruba.org
An interview, assessment, pre-employment screening, as well as a medical test form part of the procedure

More information?
For further information you can contact Kristel de Nobrega, Manager Information Security, via telephone: +297 525 2225 or e-mail: k.denobrega@cbaruba.org